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what we want? what we can add?
Requirements Building Blocks
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Limitations

who can attack?
Intruder
what attacks are possible?
Security Incidents
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Modeling of Cyber-Physical Systems
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Validation of Cyber-Physical Systems
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